BAŞVURUYA İLİŞKİN AÇIKLAMALAR
Başvurucu: ….
1) Ankesörlü Telefonlardan (Sabit Hat) Aranma
Hakkımda ankesörlü telefonlardan arandığım iddiasıyla soruşturma açılmış olup bu iddiaya dayanarak mahkum edildim. 
Öncelikle, ankesörlü telefon görüşmelerine ilişkin HTS kayıtlarının delil niteliğinin CMK’nın “İletişimin tespiti, dinlenmesi ve kayda alınması” başlıklı 135. maddesi kapsamında değerlendirilmesi gerekmektedir. CMK’nın 135/1. maddesi gereğince iletişimin tespiti kararı verilebilmesi için; bir suç soruşturması veya kovuşturmasında, suç işlendiğine ilişkin somut delillere dayanan kuvvetli şüphe sebeplerinin varlığı ve başka suretle delil elde etme imkânının bulunmaması aranmaktadır. Yani tedbir kararı verebilmesi, maddede yazılı şartların tümünün birden aynı anda gerçekleşmesine bağlıdır.[footnoteRef:1] [1:  	“CMK m.135/1’in ilk cümlesinde öngörülen şartların iletişimin tespitinde uygulanması görüşünü benimsediğimizi ifade etmek isteriz. Kanaatimizce, Ceza Yargılaması Hukukunda şüpheli veya sanığın hak ve hürriyetleri aleyhine değilse de lehine genişletici yorum veya kıyas yapılabilir.” Ersan Şen, İletişimin Tespiti, https://www.haber7.com/yazarlar/prof-dr-ersan-sen/1479525-iletisimin-tespiti] 

a. Usulüne Uygun Olarak Başlatılan Bir Soruşturmanın Mevcudiyeti
Bu tedbirin uygulanmasının ön şartı, usulüne uygun olarak başlatılmış bir soruşturmanın varlığıdır ve hedef kişi, bu soruşturmanın “şüphelisi” veya kovuşturmanın “sanığı” olmalıdır. Şüpheli bilinmiyorsa tedbir kararı verilemez ve uygulanamaz. Oysaki ankesörlü hattan aranma dosyalarında, hakkında herhangi bir soruşturma bulunmayan kişilerle ilgili (sabit telefonun adına kayıtlı olduğu kişi, büfe sahibi) iletişimin tespiti kararı verilmiş; bundan hareketle, ilgili kişilere ait HTS kayıtları temin edilmiş ve elde edilen kayıtlar üzerinde çalışma/analiz yapıldıktan sonra bu hattan aranan kişilerden sadece bir kısmı şüpheli yapılmıştır. İzlenen bu usul, yani, şüpheli sıfatı olmayan belirsiz sayıdaki kişiye, bir bölgeye veya belirli bir meslek grubuna yönelik olarak bu tedbirin uygulanması CMK’nın 135. maddesine aykırıdır.
CMK’nın 138/2 maddesi gereğince, geçerli bir iletişimin denetlenmesi sırasında hakkında soruşturma veya kovuşturma bulunmayan kişilerle ilgili delil elde edilirse durum savcılığa bildirilecek; savcılık yapacağı değerlendirme neticesinde elde edilen delilleri soruşturma açmaya yeterli görürse ilgililer hakkında soruşturma açılacak ve o kişilerle ilgili yeni bir tedbir kararı alınacaktır. Sabit hattan aranma dosyalarında böyle bir durum da yoktur. Hakkımda yürütülmekte olan herhangi bir soruşturma ve bu soruşturma kapsamında verilmiş bir tedbir kararı bulunmamaktaydı.[footnoteRef:2] Yani, HTS kayıtları CMK’nın 138/2 maddesine göre değil, şartları oluşmamasına rağmen CMK’nın 135/6. maddesine göre elde edilmiştir. [2:  	“İletişim tespiti ancak, şüpheli ve sanık hakkında uygulanabilir. Haklarında iletişimin tespiti tedbiri talep edilen kişiler, baz istasyonundan hizmet alan üçüncü kişiler olup, şüpheli veya sanık sıfatına sahip olmadıklarından haklarında iletişimin tespiti tedbirine başvurulması olanağı yoktur” Yargıtay Ceza Genel Kurulu 15/11/2011 T., 2011/6-140 E., 2011/222 K.] 

b. Suç İşlendiğine İlişkin Somut Delillere Dayalı Kuvvetli Şüphe Sebeplerinin Varlığı
CMK’nın 135/1. maddesi gereğince iletişimin tespitine karar verilebilmesi için suç işlendiğine ilişkin “kuvvetli şüphe” sebeplerinin bulunması ve bunların “somut delillere dayanması” gerekir. Dolayısıyla, iletişimin tespitine karar verecek hakimliğin kuvvetli şüphe sebeplerini oluşturan delillerin neler olduğunu gösterme yükümlülüğü vardır.
Ankesörlü telefon aramalarına ilişkin soruşturmada, hakkımda herhangi bir adli takibat bulunmamasına karşın, HTS kayıtlarım somut delillere dayalı şüphe sebepleri ortaya konulmadan elde edilmiş olup bir meslek grubuna mensup olmam nedeniyle bu tedbire muhatap oldum. Bu kapsamda tüm TSK mensupları ve emeklilerinin HTS kaydı incelenmiş, kayıtlar üzerinde çeşitli analizler yapıldıktan sonra bu kişilerden sadece bir kısmı şüpheli yapılmıştır. Yani, CMK’daki şartlar oluşmadan temin edilen HTS kayıtları üzerinde yapılan analizlere dayanılarak hakkımda suç isnadında bulunulmuştur. Oysaki CMK’ya göre suç şüphesi en başından, yani tedbir kararı verilmeden ve HTS kayıtları temin edilmeden önce var olmalıdır.[footnoteRef:3] [3:  	“… şüpheliler hakkında ‘soyut kuvvetli suç şüphesinin’ varlığına dayanılarak iletişimin tespiti kararı verilmesi yasaya uygun bulunmamıştır” Yargıtay 16. Ceza Dairesi 21/4/2016 T.,  2015/4672 E., 2016/2330 K. ] 

c. Başka Surette Delil Elde Etme İmkânının Olup Olmadığı
Ceza Muhakemesi Kanununda Öngörülen Telekomünikasyon Yoluyla Yapılan İletişimin Denetlenmesi, Gizli Soruşturmacı ve Teknik Araçlarla İzleme Tedbirlerinin Uygulanmasına İlişkin Yönetmeliğin 4/1-c maddesi uyarınca, uygulanacak başka tedbirler vasıtasıyla maddi gerçeğin ortaya çıkarılması için delil elde etme imkânı varsa iletişimin tespiti şartının gerçekleştiğinden söz edilemez. Yani, iletişim tespiti tedbirine delil elde etme açısından "en son çare" olarak başvurulmalıdır. 
Yargıtay da konuyla ilgili bir kararında; iletişimin denetlenmesine karar verilmeden önce başka suretle delil elde edilemeyeceğine ilişkin soyut ifadeler dışında gerekçeye yer verilmeksizin ve bu hususta her bir sanık açısından bireyselleştirilmiş değerlendirme yapılmaksızın iletişimin tespitine karar verilemeyeceğini belirtmiştir.[footnoteRef:4] [4:  	Yargıtay 16. Ceza Dairesi 21/4/2016 T.,  2015/4672 E., 2016/2330 K. (Ergenekon kararı).] 

Ancak, ankesörlü telefon aramalarına ilişkin soruşturma ve kovuşturmalarda bu kurala da riayet edilmemiş; diğer koruma tedbirlerinden hiçbiri değerlendirilmeden, doğrudan doğruya son çare delili olarak başvurulması gereken iletişimin tespiti tedbiri uygulanmıştır. 
d. Yasal Saklama Süresi Geçmiş Haberleşme Bilgilerinin İmha Edilmemesi
CMK’nın 135/6 maddesinde HTS kayıtlarının istenmesine ve imhasına ilişkin bir süre öngörülmese de özel kanun niteliğindeki 5809 sayılı Elektronik Haberleşme Kanunu’nun 51/10. maddesinde; kişisel veri niteliğindeki haberleşme kayıtlarının, haberleşmenin yapıldığı tarihten itibaren bir yıldan az ve iki yıldan fazla olmamak üzere saklanacağı ve saklanma sürelerinin yönetmelikle belirleneceği belirtilmiştir. Bu Kanuna dayanılarak çıkarılan Elektronik Haberleşme Sektöründe Kişisel Verilerin İşlenmesi ve Gizliliğinin Korunması Hakkında Yönetmeliğin 14/1 ve Elektronik Haberleşme Sektörüne İlişkin Yetkilendirme Yönetmeliği’nin 19/1-f maddeleri uyarınca da GSM şirketleri bu bilgileri en fazla bir yıl, gerçekleşmeyen (0 saniye) aramalara ilişkin kayıtları ise üç ay süreyle saklayabilir. Bu sürelerden daha fazla bu bilgilerin saklanması özel hayatın gizliliğinin ihlaline neden olur ve bu verileri hukuka aykırı hale getirir.[footnoteRef:5]  [5:  	Yargıtay Ceza Genel Kurulu 25/11/2014 T., 2013/9-841 E., 2014/513 K. ] 

Mevzuattaki bu açık hükümlere rağmen; 5809 sayılı Yasada BTK’ya verilmiş bir yetki olmamasına rağmen, BTK’nın kişisel veri niteliğinde olan ve yasal süresi geçmiş internet trafik kayıtlarını fiilen sakladığı anlaşılmaktadır. Hukuka aykırı bu bilgiler yargılamalara esas alınmakta ve dosyalara konulmak suretiyle alenileştirilmektedir. Başka bir ifadeyle, bahse konu bilgiler ulusal hukuka aykırı şekilde saklanmış ve kullanılmıştır. İlgili hükümlere fiilen uyulmaması nedeniyle de mevzuatta yer alan teorik güvenceler işlevsiz hale gelmiştir.
d) Sonuç
CMK’nın 206/2-a maddesinde, kanuna aykırı elde edilen delilin yargılamalarda kullanılamayacağının ve CMK’nın 217/2. maddesinde de yüklenen suçun hukuka uygun delillerle ispatlanabileceğinin belirtilmesi karşısında; iletişim tespit tutanaklarının delil olarak kabulü, CMK’nın 135. maddesine uygun olarak elde edilmelerine bağlıdır.
Haberleşme hürriyeti anayasal bir hak olduğundan ve bu hakkın ihlali önemsiz kabul edilemeyeceğinden, hukuka aykırı yöntemlerle elde edilen ve Yönetmelik’te belirlenen sürede imha edilmeyen iletişimin tespiti kayıtları hükme esas alınamaz.[footnoteRef:6] Bu itibarla hem sabit hatta ilişkin arama kayıtları hem de HTS kayıtlarım hukuka uygun elde edilmemiştir. [6:  	Yargıtay Ceza Genel Kurulu 03/7/2007 T., 2007/5.MD-23 E., 2007/167 K. ] 

Ayrıca, suçun unsurlarının varlığı araştırılmadan ve ankesörden aranmış olmak suçun unsuru gibi kabul edilerek yapılan otomatik cezalandırmalar açıkça suç ve cezaların yasallığı ilkesine aykırıdır.
2) Bylock Bilgilerinin Yargılamada Kullanılması
Yargıtay 16. Ceza Dairesi[footnoteRef:7] ve Yargıtay Ceza Genel Kurulu[footnoteRef:8] Bylock’un CMK’nın 134. maddesine uygun olarak elde edildiğini kabul etmişler ve bu kabulden sonra yerel mahkemeler konuyla ilgili hiçbir araştırma yapmadan ve bu kararlara atıf yapmak suretiyle mahkûmiyet kararları vermişlerdir. Bununla birlikte bu kabuller, mevzuata ve Yargıtay’ın yerleşik içtihatlarıyla çelişmektedir. [7:  	Yargıtay 16. Ceza Dairesi 24/04/2017 T., 2015/3E., 2017/3 K. ]  [8:  	Yargıtay Ceza Genel Kurulu 26/9/2017 T., 2017/16.MD-956 E., 2017/370 K. ] 

a. Sunucu Elde Edildiği Sırada Bylock İle İlgili Bir Soruşturma Var Mıdır? 
Bilgisayar, bilgisayar programları ve kütükleri üzerinde CMK’nın 134. maddesinde yer verilen tedbirlere başvurulabilmesi için öncelikle usulüne uygun başlatılmış bir adli soruşturma bulunmalıdır.
16. Ceza Dairesinin Bylock’la ilgili verdiği karara göre; içinde Bylock bilgilerinin bulunduğu dijital malzemelerin MİT tarafından teslimi üzerine Ankara Cumhuriyet Başsavcılığınca soruşturma başlatılmış (Soruşturma No. 2016/104109) ve 09/12/2016 tarihinde dijital malzemelerden kopya çıkarılması ve imaj alma işlemi için Ankara 4. Sulh Ceza Hakimliğinden talepte bulunulmuştur. Ancak, Bylock’un sonradan dâhil edildiği anılan soruşturmanın başlangıç tarihi 18/07/2016’dır. Bunun anlamı, Bylock’un MİT tarafından ele geçirilmesinden altı ay sonra başlatılmış bir soruşturmaya, bu soruşturmanın başlamasından beş ay sonra dâhil edildiği, yani soruşturma olmadan ele geçirilen Bylock bilgilerinin ele geçirilmelerinden aylar sonra başlatılan bir soruşturmaya dâhil edildiğidir. Bu suretle, CMK’da öngörülen soruşturma usulü tersine çevrilmiştir.
b. Sunucuda Arama Yapılabilmesi İçin Verilmiş Bir Hâkim Kararı Var Mıdır?
MİT’in hazırladığı Teknik Raporda bu konuda verilmiş bir karardan bahsedilmediği gibi, çalışmanın 2937 sayılı Kanun’un MİT’e verdiği yetkiye istinaden yapıldığı belirtilmiştir. Yine, konuyla ilgili Yargıtay kararlarında da, Bylock verilerinin MİT’in yaptığı istihbari çalışma sonucu elde edildiği belirtilerek bu konuda verilmiş bir karara atıf yapılmamıştır.[footnoteRef:9] [9:  	Yargıtay 16. Ceza Dairesi 24/04/2017 T., 2015/3E., 2017/3 K. ] 

Ceza Genel Kurulu, Bylock ile ilgili 16. Ceza Dairesinin verdiği ilk kararın temyiz incelemesini yaptığı dosyada; “... MİT’in yasal yetkisi çerçevesinde temin ettiği Bylock veri tabanı üzerinde CMK’nın 134üncü maddesi gereğince geçmişe dönük olarak uygulanan arama tedbirinin; “demokratik bir ülkede gereklilik” ve “orantılılık” ilkelerine uygun olduğu kuşkusuzdur” demiştir.[footnoteRef:10] Kararda yer verilen ve geçmişe dönük olarak uygulandığı belirtilen hakim kararı, 09/12/2016 tarihinde Ankara 4. Sulh Ceza Hakimliği tarafından verilen yukarıdaki karardır (2016/6774 D. İş). [10: 	Yargıtay Ceza Genel Kurulu 26/09/2017 T., 2017/16. MD-956 E., 2017/370 K.] 

Karar tarihinden de anlaşılacağı üzere; MİT tarafından 2016 yılı Ocak ayında elde edilip üzerinde çalışma yapılan ve MİT’in 04/04/2017 tarihli basın açıklamasında belirttiği şekliyle Mayıs 2016 itibariyle resmi kurumlarla paylaşılan Bylock’la ilgili arama kararı, neredeyse bu bilgi ve verilerin elde edilmesinden on bir ay sonra verilmiştir. Özetle, Bylock bilgileri elde edilmeden önce Bylock sunucusunda arama yapılmasına ilişkin CMK’nın 134. maddesi gereğince alınmış bir hâkim kararı bulunmamaktaydı. Ayrıca CMK’da, Ceza Genel Kurulu karında bahsedildiği şekliyle geçmişe dönük arama usulü de bulunmadığı gibi arama kararları geçmişe değil geleceğe etkili sonuç doğurur. Zira kopyalama ve el koyma işlemi, ancak verilen arama kararı ve bu kararın icrası sonucu elde edilecek dijital materyal üzerinde yapılabilir.
c. Bylock Sunucusundan Usulüne Uygun İmaj Alınmış Mıdır?
MİT’in hazırladığı Teknik Raporda ve hazırlanan tutanaklarda Bylock bilgilerinin ele geçirilmesi sırasında Bylock sunucusunun bağlı olduğu ana bilgisayardan imaj alındığına ilişkin bir bilgiye ve verilerin elde ediliş yöntemine değinilmemiştir. Raporda, imaj alma işlemine hiç yer verilmeyip istihbari gerekçeler ileri sürülerek bilgilerin elde ediliş yöntemi dahi gizlenmiştir. MİT, Bylock sunucunun ele geçirilmesine ilişkin çalışmasını istihbari faaliyet kapsamında yapmış ve bilgileri “hassas” yöntem olarak adlandırdığı hackerlik (bilgisayar korsanlığı) yoluyla ele geçirmiştir.
Sunucuya ve veri tabanına hâkim kararı olmadan müdahale edildiğinden; uygulamanın bütünlüğü, gizliliği, doğruluğu kaybolmuş, uygulama sunucusuna ve veri tabanına veri ekleme, silme ve çıkarma işlemlerinin yapılabilmesi mümkün hale gelmiş ve elde edilen bilgilerin güvenilirliği ortadan kalkmıştır. Kaldı ki bu konuda Ankara Cumhuriyet Başsavcılığı tarafından 2016/104109 soruşturma numaralı dosya kapsamında aldırılan 12/7/2017 tarihli bilirkişi raporunda da Bylock veri tabanının yapısının bozuk olduğu, yani orijinal olmadığı, üzerinde oynama yapıldığı ve bir takım teknik yöntemlerle geri getirildiği belirtilmiştir.
Şöyle ki; Ceza Genel Kurulu, 20/12/2018 tarihli kararında[footnoteRef:11] Emniyet Genel Müdürlüğü tarafından hazırlanan 11/12/2018 tarihli “Bylock Kronoloji Raporu”na yer vermiştir. Rapora göre; Bylock verilerinin imajı Ankara 4. Sulh Ceza Hakimliğinin 09/12/2016 tarihli kararından sonra değil, bu tarihten 11 gün önce ve hakim kararı olmadan alınmış ve bu suretle Bylock bilgi ve verileri orijinalliğini kaybetmiştir. Verilerin, yargı denetimi dışında bırakılarak aylarca MİT’te tutulması bu verilerin güvenliğini de sakatlamıştır. [11:  	Yargıtay Ceza Genel Kurulu 20/12/2018 T., 2018/16-419 E., 2018/661 K.; Kararın ilgili kısmı şöyledir: “Ankara Cumhuriyet Başsavcılığınca bilgilendirme amacıyla Yargıtay Ceza Genel Kuruluna sunulan Emniyet Genel Müdürlüğü Kaçakçılık ve Organize Suçlarla Mücadele (KOM) Daire Başkanlığının 11.12.2018 tarihli ByLock Kronoloji Raporunda, 
- MİT tarafından Ankara Cumhuriyet Başsavcılığına kurulan bilgisayarda yer alan BYLOCK VERİLERİNİN 29.11.2016 TARİHİNDE KOM GÖREVLİLERİNCE İMAJI ALINARAK KOM Daire Başkanlığına gönderildiği, 
- Bu verilerin incelenerek adli soruşturma ve kovuşturmalarda kullanılabilmesi için rapor hazırlanması amacıyla 01.12.2016 tarihinde KOM, Terörle Mücadele (TEM), İstihbarat ve Siber Suçlarla Mücadele Daire Başkanlıklarınca görevlendirilen personelden oluşan çalışma grubu kurulduğu ve 02.12.2016 tarihinde verilerin incelenmeye başlandığı, 
- Ankara Cumhuriyet Başsavcılığının talimatıyla ByLock sunucusuna ait 9 IP adresine bağlanan abonelere ilişkin 129.862 satırlık “ByLock abone listesi” ve MİT tarafından hazırlanan 88 sayfalık “MİT teknik raporu”nun 16.12.2016 tarihinde KOM Daire Başkanlığınca teslim alındığı”] 

d. 2937 Sayılı MİT Kanunu Açısından Kararın Değerlendirilmesi
Bylock bilgilerinin elde edilme yöntemi CMK’ya aykırı olduğu gibi 2937 sayılı MİT Kanunu’na da aykırıdır. 2937 sayılı Kanun’un 4/1-i maddesiyle MİT’e verilen görevin kapsamı, terörle mücadele de dâhil istihbari yöntemlerle elde edilen bilgiler ışığında oluşturulan istihbaratın ilgili kuruluşlara ulaştırılmasından ibarettir ve bu aşamadan sonra konuyla ilgili araştırma ve istihbaratın gereğini yapma görevi ilgili kuruluşlara aittir. Ancak MİT, Bylock hususunda aldığı istihbaratı Başsavcılığına iletmemiş; görevi olmamasına rağmen bu konuyla ilgili çalışma yaparak adli soruşturma kapsamında elde edilmesi gereken Bylock bilgilerini istihbari çalışma sonucu elde etmiştir.[footnoteRef:12]  [12:  	Bylock bilgi ve verilerinin istihbari çalışma sonucu elde edildiğine ilişkin MİT tarafından yapılan basın açıklaması için bkz.: https://www.mit.gov.tr/basin60.html] 

2937 sayılı Kanun’un 4/2. maddesindeki MİT’e istihbari görev dışında vazife verilemeyeceğine ilişkin düzenleme karşısında da bu çalışmanın yasal olmadığı anlaşılmaktadır.
Benzer şekilde, 2937 sayılı Kanun’un Ek-1. maddesinde, TCK’nın 326 ile 339. maddeleri arasında düzenlenen “casusluk suçları” dışında adli makamlarca MİT’in elindeki bilgi ve belgelerin istenemeyeceği ve bu suçlar dışında MİT’in elindeki bilgi ve belgelerin de adli makamlara verilemeyeceği belirtilmektedir. Bununla birlikte Ankara Cumhuriyet Başsavcılığı, TCK’nın 314. maddesinde düzenlenen “silahlı terör örgütü suçu” kapsamında yürüttüğü soruşturmada MİT’ten Bylock bilgilerini istemiş; MİT de elde ettiği Bylock bilgilerini Başsavcılıkla paylaşmıştır. Dolayısıyla, MİT’in yaptığı çalışmanın 2937 sayılı Kanun’a uygun olduğu kabul edilse bile, bu bilgilerin müsnet suç nedeniyle adli mercilerle paylaşılması bu Kanun gereğince yasaktır.
2937 sayılı Kanun’un 6/6. maddesinde, MİT’in istihbari faaliyet kapsamında elde ettiği bilgilerin istihbari amaç dışında kullanılamayacağı ifade edilmiştir. Burada bahsedilen, soruşturma ve kovuşturmalarda kullanılamayacak olan bilgiler, MİT’in görev alanına giren konularda ve hukuka uygun olarak elde ettiği bilgilerdir. Bylock bilgilerinin ise hukuka aykırı olarak ele geçirilmeleri nedeniyle zaten delil olarak kullanılabilmesi mümkün değildi.
Son olarak, CMK’nın 164. maddesinde adli kolluk görevi bulunan kurumları belirtmiş olup, madde gereğince MİT’in adli kolluk görevi, yani delil toplama yetkisi yoktur. Zira MİT’in esas görevi istihbarattır ve istihbarat görevini yaparken elde ettiği bilgiler, CMK da belirtilen usule göre elde edilmesi ve ancak 2937 sayılı Kanun’un Ek-1. maddesinde belirtilen casusluk suçları kapsamında olması halinde yasal delil olarak kullanılabilmektedir.
e. 6706 Sayılı Cezai Konularda Uluslararası Adli İş Birliği Kanunu Açısından Kararın Değerlendirilmesi
Bylock uygulaması Litvanya’da bulunmaktaydı ve bu sunucu üzerinde arama, kopyalama ve el koyma işlemi yapılabilmesi ancak 6706 sayılı Kanun ve tarafı olduğumuz uluslararası sözleşmeler gereğince yapılacak adli yardımlaşmayla mümkündü. Ayrıca, adli iş birliği yapılması halinde de bu işlemler Litvanya yargı mercilerince yerine getirilmeliydi. Ancak bu hususların hiçbirine uyulmamıştır.
f. 5809 Sayılı Elektronik Haberleşme Kanunu Açısından Kararın Değerlendirilmesi
Bylock bilgilerinin elde ediliş yöntemi 5809 sayılı Kanuna da aykırıdır. MİT, ele geçirdiği Bylock sunucusuna bağlanan IP adreslerini tespit etmiş ve 2937 sayılı Kanun’un 6/1-b maddesine (kamu kurum ve kuruluşlarıyla özel kuruluşlardan belge ve bilgi isteyebilme yetkisi) dayanarak bu IP’lerin kimlere ait olduğunu GSM şirketlerinden öğrenmiştir.
Anayasa Mahkemesi konuyla ilgili verdiği kararında, MİT’e tanınan bu yetkinin istihbari bilgi toplama ve analiz yapmak için verildiğinin ve adli soruşturma ve kovuşturmayı gerektiren konularda kullanılamayacağının altını çizmiştir.[footnoteRef:13] Ancak, MİT kendisine verilen bu yetkiyi de istihbari faaliyet kapsamında değil, adli soruşturmayı gerektiren bir konuda kullanmıştır. [13:  	AYM’nin 30/12/2015 T., 2014/122 E., 2015/123 K. ] 

Ayrıca, 5809 sayılı Elektronik Haberleşme Kanunu’nun 51/10. maddesinde; kişisel veri niteliğindeki internet trafik verilerinin, haberleşmenin yapıldığı tarihten itibaren bir yıldan az ve iki yıldan fazla olmamak üzere saklanacağı ve saklanma sürelerinin yönetmelikle belirleneceği belirtilmiştir. Bu Kanuna dayanılarak çıkarılan Elektronik Haberleşme Sektöründe Kişisel Verilerin İşlenmesi ve Gizliliğinin Korunması Hakkında Yönetmeliğin 14/1 ve Elektronik Haberleşme Sektörüne İlişkin Yetkilendirme Yönetmeliği’nin 19/1-f maddeleri uyarınca da GSM şirketleri bu bilgileri en fazla bir yıl, gerçekleşmeyen (0 saniye) aramalara ilişkin kayıtları ise üç ay süreyle saklayabilir (m. 14/1). Bu sürelerden daha fazla bu bilgilerin saklanması özel hayatın gizliliğinin ihlaline neden olur ve bu bilgileri hukuka aykırı hale getirir.[footnoteRef:14]  [14:  	Yargıtay Ceza Genel Kurulu 25/11/2014 T., 2013/9-841 E., 2014/513 K.] 

Erişim ve yer sağlayıcıların kişisel veri kabul edilen bu bilgileri tutmaları görevlerinden kaynaklanan yasal bir zorunluluk olup ilgililerin temel hak ve özgürlüklerinin korunması amacını taşır. Dolayısıyla, yasal zorunluluk nedeniyle tutulan bilgiler ancak mevzuatta öngörülen süre kadar saklanabilir. Aksi durumun kabulü, verilmeyen bir yetkinin keyfi olarak erişim ve yer sağlayıcılar tarafından kullanılması anlamına gelir ki bu durum hukuka aykırıdır.
Mevzuattaki bu açık hükümlere rağmen; 5809 sayılı Yasada BTK’ya verilmiş bir yetki olmamasına rağmen, BTK’nın kişisel veri niteliğinde olan ve yasal süresi geçmiş internet trafik kayıtlarını fiilen sakladığı anlaşılmaktadır. Bu kayıtlar yargılama makamlarına sunulmakta, bunu yapan kişi ve kurumlar hakkında hiçbir cezai takibatın yapılmamakta, bu şekilde sunulan kayıtların hukuka aykırılık oluşturduğu mahkemeler tarafından dikkate alınmamakta, hukuka aykırı bu bilgiler yargılamalara esas alınmakta ve dosyalara konulmak suretiyle alenileştirilmektedir.
g. Sonuç
Anayasa’nın 38/6. maddesinde, kanuna aykırı elde edilmiş bulguların delil olarak kabul edilemeyeceği; CMK’nın 206/2-a maddesinde de ortaya konulması istenen bir delilin kanuna aykırı olarak elde edilmesi halinde reddolunacağı kurala bağlanmıştır. Yargıtay Ceza Genel Kurulu konuyla ilgili verdiği kararlarında, hakim kararı olmadan gerçekleştirilen aramalar neticesinde elde edilen delillerin hukuka aykırı olduğunu ve hükme esas alınamayacağını,[footnoteRef:15] AYM de hâkim kararı ve Cumhuriyet savcısının yazılı emri olmadan yapılan arama sonucu elde edilen delillere dayanılarak hüküm kurulmasının adil yargılanma hakkının ihlali olduğunu belirtmiştir.[footnoteRef:16] [15:  	Yargıtay Ceza Genel Kurulu 14/03/2017 T., 2016/20-348E., 2017/140 K.;17/11/2009 T., 2009/160 E., 2009/264K.]  [16:  	AYM’nin Orhan Kılıç Kararı, (Genel Kurul), B. No:2014/4704, 01/02/2018.] 

Yargıtay 16. Ceza Dairesi’nin Ergenekon davası olarak bilinen dosyayı bozma gerekçesinde, CMK’nın 134. maddesinde düzenlenen bilişim sistemlerinde aramanın ancak bu hususta alınmış bir hakim kararıyla mümkün olduğunun altı çizilmiştir.
Yukarıda açıklanan nedenlerle, Bylock verilerin ele geçirilmesinde yasal şartlara uyulmadığından; bu veriler yasak delildir ve yargılamalarda kullanılamaz. Bu hukuka aykırılık, bahse konu verilere dayanarak başlatılan bütün soruşturma işlemlerini, tanık vb. delileri de hukuka aykırı hale getirmiştir.
Ayrıca, bilirkişi incelemesi yaptırılmasına ve Bylock verilerinin tarafımıza verilmesine ilişkin talepler silahların eşitliği ve çelişmeli yargılama ilkesine aykırı olarak reddedilmiştir. Suçun unsurlarının varlığı araştırılmadan ve Bylock kullanmak suçun unsuru gibi kabul edilerek yapılan otomatik cezalandırmalar, suç ve cezaların yasallığı ilkesine açıkça aykırıdır.
3) İtirafçı Beyanlarının Mahkumiyete Esas Alınması
Mahkeme, itirafçı tanık/itirafçı gizli tanık beyanlarını silahlı terör örgütü üyeliğinden mahkum edilmeme gerekçe yapmıştır.
Bir ifadenin “beyan delili” kabul edilmesi, yasalarda belirlenen usule göre elde edilmesine bağlıdır. Bu usule uyulmadan, örneğin yetkili olmayan kişilerce alınan ifadeler beyan delili değil, ancak belirti delili olarak kabul edilebilir. Burada özellikle üzerinde durulması gereken husus, CMK’nın 148. maddesinde belirtilen yasak usullerle elde edilmiş olan ifadelerin özgür irade ve rıza ile verilmiş olsa dahi hiçbir şekilde delil olarak kullanılamamasıdır.[footnoteRef:17] [17:  Yargıtay Ceza Genel Kurulu 17.11.1986 T., 1986/6-398 E., 1986/522 K. ] 

Sanık kendi aleyhine beyanda bulunabileceği gibi başkaları aleyhine de beyanda bulunabilir. İkinci durumda bu sanıklara itirafçı, bu ifadelere de itirafçı beyanı denir. İtirafçı ifadeleri de bir beyan delilidir fakat beyan delilleri içinde güven sıralamasında en alt grupta bulunur.
Tarafsız tanık olarak kabul edilen kişiler, yargılamanın sonucundan hiçbir şekilde etkilenmeyen, olayla ilgisi olmayan, sanık veya mağdurla bağlantısı bulunmayan kişilerdir. Oysa sanık ve mağdur, verilecek karardan bizzat etkilenecek kişilerdir ve bu nedenle beyanlarına daha az itibar edilir. İtirafçı sanık ise bunun da altındadır. Çünkü kendisi de sanıktır ve başkaları aleyhine vereceği ifadeler sonucunda hiç ceza almama veya daha az ceza alma durumu vardır. Hatta bazı suçlarda olduğu gibi ödül alma hakkına bile sahiptir. Bu nedenle itirafçı beyanları en güvenilmez beyanlardır.
Sanığın kendi aleyhine verdiği beyanın dahi doğrulanması gerekirken, başkaları aleyhine verilen beyanlarla ilgili daha titiz davranılması gerektiği izahtan varestedir. Yargıtay 16. Ceza Dairesi de konuyla ilgili verdiği bir kararında, itirafçı sanık olup tanık sıfatı ile dinlenen, etkin pişmanlıktan yararlanmak için sanık aleyhine beyanda bulunma hususunda hukuki menfaati olan kişinin anlatımının tek başına hükme esas alınamayacağını belirtmiştir.[footnoteRef:18]  [18:  	Yargıtay 16. Ceza Dairesi 12/9/2018 T., 2018/2944 E., 2018/2741 K.] 

Kısaca, maddi gerçeği ortaya çıkarmakla yükümlü olan ceza hâkimi, muhakemeye katılanların iddiaları veya sanığın itirafı ile bağlı olmayıp “beyan” delilinin mutlaka yan delillerle desteklenmesini aramalıdır ve Yargıtayın da bu hususa ilişkin istikrar kazanmış pek çok kararı vardır.[footnoteRef:19]  [19:  	Yargıtay 9. Ceza Dairesi 28/6/2010 T., 2010/4770 E., 2010/7689 K.; 16 Ceza Dairesi 25/5/2015 T., 2015/1093 E., 2015/1439 K.; Yargıtay 6. Ceza Dairesi 07/02/2008 T., 2008/4964 E., 2008/14382 K.] 

Burada Yargıtayın aradığı yan delil başka bir beyan delili değildir. Yani bir beyan delili başka bir beyan delili ile desteklenemez. Yan delil, “belge veya belirti” delili denilen maddi delildir[footnoteRef:20]. Yani beyan delili mutlaka maddi bir delille doğrulanmalıdır. Ayrıca, sanığa atılı suçun unsurlarını göstermeyen hususlar (yasal ve rutin faaliyetler) yan delil olarak kabul edilemez.  [20:  	Yargıtay Ceza Genel Kurulu 17/12/1996 T., 1996/10-275 E., 1996/288 K. ] 

Son olarak, bu tür ifadeleri veren itirafçılar dahi Cemaatin bir terör örgütü olmadığını, aleyhine ifade verdikleri kişilerin Yargıtay’ca Cemaatin amaç suçu kabul edilen darbe teşebbüsünden habersiz olduklarını ve suçlamaya dayanak yapılan faaliyetlerin bir cemaat faaliyeti olarak bildikleri söylemekteyken, aleyhine ifade verilen kişilerin bunları terör faaliyeti kapsamında yaptıklarını kabul etmek akla ve hukuka aykırıdır. Kaldı ki, ortada ne bir silahlı örgüt ne de örgütsel faaliyet vardır. Yargılama konusu hususlar yasal ve rutin faaliyetler ve Cemaat mensubiyetidir. Cemaat mensubiyeti ise kesinlikle suç değildir. Yasal ve rutin faaliyetlere işaret eden ve suçun unsurlarına karşılık gelmeyen tanık beyanlarının bir delil değil de suçun unsuru gibi kabul edilerek, yani suçun unsurlarının yerine ikame edilmesi suç ve cezaların yasallığı ilkesine de aykırıdır.
Somut yargılamada, tanığın itirafçı olduğu ve suçlamada bulunmakta menfaati olduğu niteliği değerlendirmemiş ve bu kişinin/kişilerin beyanlarına dayalı mahkumiyet hükmü verilmiştir.[footnoteRef:21] [21:  Van Mechelen ve Diğerleri/Hollanda, B. No: 22056/93, 23/4/1997, §§ 53-54; Labita/İtalya, B. No: 26772/95, 06/4/2000, §§ 156 vd; Adamco/Slovakya, B. No: 45084/14, 12/11/2019, §§ 68-71.] 

4) Kanunsuz Suç ve Ceza Olmaz İlkesi 
Türk Ceza Kanunu'nun (TCK) 314. maddesinde düzenlenen silahlı örgüt, terör örgütü niteliği taşıdığından Terörle Mücadele Kanunu'nun (TMK) 7/1 ve TCK 314/3 maddeleriyle bağlantılı olarak TCK 220. maddesindeki suç örgütü unsurlarıyla birleşerek oluşur. Bu yapı, Devletin güvenliğine, ülke bütünlüğüne ve Anayasal düzene karşı ağır ve yakın tehlike yaratan oluşumlar olup, tehlike "maddi bir fiil" ve "ciddi" nitelikte olmalıdır. Yargıtay içtihatları, bir yapılanmanın silahlı örgüt olup olmadığını "matuf eylem" (vahim suç) ile belirler; matuf eylem, silahlı mücadelenin başlangıcını gösterir ve güvenlik güçleriyle çatışma, karakol baskını veya öldürme gibi eylemleri kapsar. 2003 TMK değişikliğiyle, terör ve silahlı örgütlerin nihai amaçlarına yönelik suç işlemeleri zorunlu hale gelmiş, bu da matuf suçun kesinleşmiş yargı kararıyla tespitini gerektirir.
Yargıtay 9. Ceza Dairesi kararlarında, silahlı örgüt kabulü genellikle ilk matuf eylemden verilen mahkûmiyet hükümlerinin temyiz incelemesinde yapılır; burada yerel mahkemenin "silahlı çete" tespiti tasdik edilir ve vahim eylemler detaylıca listelenir. Başer kararında Yargıtay Ceza Genel Kurulu (CGK), cemaati "anayasal kurumları ele geçirme amacı taşıyan silahlı terör örgütü" olarak nitelendirirken, Emniyet ve TSK'daki yapılanmayı "doğasında var olan cebir ve şiddet yetkisi" ile ilişkilendirmiştir. CGK, cebir-şiddet ve silah kullanımını "ihtimal" düzeyinde yeterli görerek yasayı genişletmiş; örneğin, silah tasarrufu imkânını veya baskı-korkutma yöntemlerini zorunlu fiil yerine potansiyel olarak kabul etmiştir. Ancak karar tarihi itibarıyla, bu unsurları doğrulayan kesinleşmiş mahkûmiyet bulunmamaktadır.
CGK, 15 Temmuz 2016 olaylarını geriye dönük esas alarak silahlı örgüt kabulü yapmıştır; ancak suç tarihi 2015 olduğundan bu hukuken geçersizdir, zira ceza yargılaması suç tarihiyle sınırlıdır ve derdest davalar kesinleşmiş gibi yorumlanamaz. Bu yaklaşım masumiyet karinesini ihlal eder. AİHM'in Parmak ve Bakır kararında vurguladığı üzere, yasada olmayan kavramların genişletilmesi öngörülemezlik yaratır; Başer kararında CGK, "potansiyel cebir" ve "silah erişim imkânı" gibi unsurları (Yalçınkaya §161'de belirtilen) yasaya aykırı ekleyerek cemaati silahlı örgüt kabul etmiş, matuf eylem yokluğunda suç unsurlarını bozmuş ve yasaların lehe uygulama ilkesini göz ardı etmiştir.
Başvurucu, Bylock kullanımı, Bank Asya'ya para yatırma, sohbetlere katılma, dernek üyeliği gibi yasal faaliyetler nedeniyle terör örgütü üyeliğinden cezalandırılmış; bunlar şiddeti teşvik etmediği halde suç sayılmıştır. Mahkemeler TCK 314/2'yi öngörülemez yorumlayarak yasal eylemleri cezalandırmış, örgüt hiyerarşisi veya nihai amaç bağlantısını kanıtlamamıştır. AİHM, Yalçınkaya kararında bu maddenin öngörülemez olduğunu ve yasal faaliyetleri suç haline getirdiğini belirtirken, Venedik Komisyonu da maddenin geniş uygulamasını eleştirir; uluslararası sözleşmelere uyması için "devamlılık, çeşitlilik ve yoğunluk" kriterlerinin katı uygulanmasını önerir. Bu kriterler o kadar geniştir ki, cezalandırma uygulayıcıların insafına kalmış, keyfiliği artırmıştır.
Mahkeme, silahlı terör örgütü üyeliğinden mahkumiyete hükmetmiş fakat silahlı örgüt kabulüyle ilgili kendisi bir değerlendirme yapmayıp Yargıtay’ın hatalarla dolu kararına atıfla yetinmiştir. Ayrıca, hatalı bu kabulle birlikte örgüt üyeliği suçunun örgütün hiyerarşik yapısına dahil olma şeklindeki “maddi unsurunun” ve örgütün niteliğini bilme ve istemeyi içeren “manevi unsurunun” nasıl gerçekleştiğini delillerle ilişkilendirerek göstermemiştir. Dahası manevi unsur bakımından, varsayıma dayalı karar vermiştir. Suçun unsurlarının varlığı araştırılmadan ve bu unsurların gerçekleştiği ortaya konulmadan mahkumiyete hükmedilmesi ise suç ve cezaların yasallığı ilkesinin ihlali sebebidir.
-Anayasayı İhlal (TCK m. 309) ve Hükümete Karşı Suçun (TCK m. 312) Unsurlarının Ortaya Konulmaması (Bu suçlardan ceza alanlar için)
Mahkeme, vahim nitelikte ve hatta suç teşkil eden bir eylemim bulunmamasına (suçların maddi unsuru) ve darbe teşebbüsünden haberdar olmamama (manevi unsur) rağmen, dile getirdiğimiz hususları hiçbir şekilde dikkate almadan ve gerekçeli kararda bu hususlar karşılamadan TCK’nın 309/312. maddesinden/maddelerinden cezalandırılmaya karar vermiştir.
Anayasayı ihlal suçunun maddi unsuru, cebir ve şiddet kullanarak; Anayasal düzeni ortadan kaldırmaya veya bu düzen yerine başka bir düzen getirmeye ya da bu düzenin fiilen uygulanmasını önlemeye teşebbüs etmektir. Cebir ve şiddet kullanılması suçun unsurudur.
TCK’nın 312. maddesindeki Hükümete karşı suçun maddi unsuru da cebir ve şiddet kullanarak; Türkiye Cumhuriyeti Hükûmetini ortadan kaldırmaya veya görevlerini yapmasını kısmen veya tamamen engellemeye teşebbüs etmektir. Hükümetten kasıt, başbakan ve bakanlardan oluşan kuruldur.
Bu iki suçun oluşması için manevi cebir (tehdit) yeterli değildir ve maddi bir cebir kullanılmalıdır. Suçlar, teşebbüs suçudur, neticenin gerçekleşmesi gerekmez. Teşebbüsten kasıt, fiilin icra hareketlerine girişilmiş olmasıdır. Yine bu suçlar tehlike suçu olup yalnız amaçlanan neticeyi gerçekleştirebilme tehlikesi doğuracak eylemler teşebbüs olarak kabul edilebilir. Eylemin, Anayasal düzeni değiştirmeye/Hükümeti ortadan kaldırmaya uygun ve elverişli olması ve elverişli vasıtalarla zorlayıcı eyleme girişilmiş bulunulması, yani neticeyi doğurabileceğine objektif olarak ihtimal verilen icrai hareket olarak belirmesi gereklidir. Neticeye ulaşma tehlikesi doğurmayan yetersiz ve önemsiz eylemler bu suçları oluşturmazlar.
Eylemin nihai amaca yönelik ve sonucu oluşturmaya elverişli olması gerekir. Amaca yönelmek, eylemin matufiyet kesbetmesidir. Bu nedenle bu suçları oluşturan eylemler uygulamada “matuf eylem” olarak da adlandırılır. Uygulamada Matuf eylem, “suç teşkil eden” ve “vahim” nitelikte olan eylemlerdir. Yerleşik yargısal uygulamada eylemin matufiyeti ve vahim olması hep aranmıştır. Vahim eylemler, sonuçları itibariyle toplumda vahamet arz eden, Anayasal düzen/hükümet için ciddi tehlike yaratan eylemlerdir. Eylemin amaca yönelik vahamette bulunup bulunmadığı, eylemin niteliği, işleniş şekli ve zamanı, etkisi, meydana gelen sonucun ağırlığı ölçüsüne göre belirlenir. Uygulamada kişilerin güvenliğine, hürriyetine veya hayatına yönelik eylemler matuf eylem olarak kabul edilir. Örneğin, güvenlik güçleriyle silahlı çatışma, karakol baskını, silahlı gasp, asker-polis veya sivil öldürme veya öldürmeye teşebbüs, adam kaçırma, canlı bomba, hürriyeti tahdit, silahlı yağma, uçak kaçırma vb. gibi.
Suçların manevi unsuru, doğrudan kasttır. Anayasal düzenin ve hükümetin cebir ve şiddet kullanılarak değiştirileceğini/ortadan kaldırılabileceğini bilerek ve isteyerek hareket edilmelidir.
Mevcut dosyada suçun unsurlarının varlığı araştırılmadan ve bu unsurların gerçekleştiği ortaya konulmadan, delil kabul edilen hususların suçun unsurları yerine ikame edilerek mahkumiyete hükmedilmesi ise suç ve cezaların yasallığı ilkesinin ihlali sebebidir.
-Silahlı Örgüt Üyeliği Suçunun Unsurlarının Ortaya Konulmaması (Bu suçtan ceza alanlar için)
Bir kişinin silahlı terör örgütü üyesi sayılabilmesi için örgütün hiyerarşisine dahil olması gerekmektedir. Hiyerarşi, örgütteki emir komuta zinciri ve alt-üst ilişkisini kapsar. Kişinin örgüt lehine eylemlerde bulunmasına rağmen hiyerarşideki yeri tespit edilemiyorsa, örgüt üyeliğinden değil, unsurları oluşmuşsa örgüt propagandası veya örgüt adına suç işleme gibi suçlardan mahkumiyet verilir. Yargıtay 16. Ceza Dairesinin Ergenekon Davası bozma kararında, hiyerarşik yapının net bir şekilde ortaya konulması gerektiği belirtilmiştir. Yargıtay içtihatlarına göre, örgüt faaliyetlerinin süreklilik, çeşitlilik ve yoğunluk taşıması halinde kişiler hiyerarşik yapıya dahil sayılır; bu üç kriterin birlikte gerçekleşmesi aranır. 15 Temmuz sonrası yargılamalarda, silahlı örgüt olmadığı bilindiğinden hiyerarşik yapı somutlaştırılamamakta ve kişilerin yeri belirlenmemektedir. Başvuruya konu olayda da hiyerarşik yapıdaki yerim, birimler, irtibatlar, talimat alma-verme ilişkileri açıklanmadan örgüt üyesi kabul edildim. Suçun maddi unsuru ortaya konulmadan verilen ceza, suç ve cezaların yasallığı ilkesine aykırıdır.
Silahlı örgüt üyeliği suçunun manevi unsuru doğrudan kasttır. Kişi, yapının TCK 314. maddesi kapsamında silahlı örgüt olduğunu bilerek ve isteyerek dahil olmalıdır. Dolaylı kast (TCK m. 21/2) yeterli değildir; yapının silahlı örgüt olduğu kesin olarak bilinmeli ve mahkemece şüpheye yer vermeyecek şekilde kanıtlanmalıdır. Dini bir cemaate veya sivil toplum kuruluşuna mensup olduğunu düşünerek katılım durumunda, TCK 30. maddesindeki hata hali kabul edilir ve TCK 314'ten ceza verilemez. Yargıtay'a göre cemaatin nihai amacı gizli olup, mensuplarına dahi açıklanmamıştır; devlet yetkilileri bile terör örgütü niteliğini bilmemektedir. 15 Temmuz yargılamalarında manevi unsur, 16. Ceza Dairesinin "7 katlı piramit" modeline dayalı varsayımlarla değerlendirilmekte; üst katlar "mutlaka bilir", alt katlar "bilmeyebilir" şeklinde ön kabul yapılmaktadır. İsnat edilen eylemlerim 15 Temmuz 2016 ve Yargıtay'ın hatalı kararının kesinleşme tarihi olan 26 Eylül 2017'den öncedir; mahkemeler, cemaate isnat edilen nihai amacı bildiğimi araştırmamışlardır.
Öte yandan, Yargıtay 16. Ceza Dairesi manevi unsuru varsayıma dayandırırken tutarsız davranmaktadır. Örneğin, Hanefi A. hakkında terör örgütüne yardım suçundan verilen ceza, yeterli delil yokluğu nedeniyle bozulmuştur; Yargıtay, sanığın doğrudan kastla hareket etmediğini belirtmiştir. Ancak cemaatin terör niteliğini bildiğimi kanıtlamayan kararımı onamıştır. Bu çelişki, suç ve cezaların yasallığı ilkesine aykırıdır.
5) Hak ve Hürriyetlerin Sınırlandırılması İlkesi (Anayasa m. 13)
AİHS ve Anayasa, devlete temel hak ve özgürlükleri yok etme veya Sözleşme'de öngörülenden daha geniş kısıtlama yetkisi vermez; kısıtlamalar öngörüldükleri amaç dışında uygulanamaz. Bu ilkeler, devletin eylemlerinin meşru sınırlar içinde kalmasını sağlar ve herhangi bir etkinliğin hakları aşan bir şekilde kullanılmasını engeller. İdare, bu yetkileri kötüye kullanarak bireylerin özgürlüklerini keyfi biçimde sınırlayamaz. Bu bağlamda, hak kısıtlamaları yalnızca belirlenmiş amaçlar doğrultusunda ve orantılı olarak uygulanabilir.
AİHM'in Demirtaş ve Kavala kararlarında vurgulandığı üzere, idare başvurucu ve benzer kişiler hakkında gizli amaçlarla, politik avantaj sağlamak için yaptırımlar uygulamaktadır. Bu yaptırımlar, gerçek suç karışmasından ziyade politik hedeflere ulaşma ve devlet işleyişinde manevra yapma amacıyla yapılmakta olup, bireyleri hedef alan sistematik bir yaklaşımı yansıtır. İdare, bu şekilde Anayasa'nın hak kısıtlama yetkisini aşarak gizli amaçlara hizmet etmek üzere kötüye kullanmıştır. Bu tür uygulamalar, demokratik ilkelerin ihlalini doğurur.
Bir milyona varan soruşturma, yüzbinleri aşan işten çıkarma ve milyar dolarlık malvarlıklarına el koyma gibi uygulamalar darbe girişimiyle izah edilemez. Bu eylemler, 9 yılı aşkın süredir devam etmekte ve başvurucuyu doğrudan etkilemektedir. İdare, bu süreçte olağanüstü hal yetkilerini aşarak, darbe bastırma gerekçesini ötesinde bir yok etme politikası izlemiştir. Bu durum, hak ihlallerinin sistematik ve uzun vadeli bir stratejiye dayandığını gösterir.
Devlet, Cemaat mensubu olduklarını iddia ettiği kişilere, sadece düşünce ve inanç temelli sivil toplum aidiyeti nedeniyle ayrımcı muamele uygulamış ve onları yok etmeyi hedefleyerek Sözleşme haklarını kötüye kullanmıştır (AİHS 18. madde ihlali). BM Haksız Tutuklama Çalışma Grubu'nun Mestan Yayman ve Hamza Yaman gibi kararlarında, "FETÖ/PDY" suçlamalarının ayrımcılık temelli ihlallere yol açtığı tespit edilmiştir. Bu ihlaller, bireylerin kimlik aidiyeti nedeniyle hedef alınmasını ve ayrımcı politikaları içermektedir.
AİHM'in 18. madde kriterleri, kısıtlamaların makul şüpheye dayanmaması ve başvurucuya atılı eylemlerin suç unsuru içermemesi gibi gerekçeleri, Cemaat'e yönelik işlemlerde fazlasıyla mevcuttur. Cemaat mensuplarına yöneltilen ByLock kullanımı, Bank Asya'ya para yatırma, yasal kurumlarda çalışma, sendika/dernek üyeliği, dini sohbetlere katılma gibi iddialar, işlendiği tarihte ve halen yasal olup suç unsuru içermemektedir. Bu eylemler 15 Temmuz 2016 öncesi soruşturma konusu yapılmamış, çünkü tamamen yasaldır ve sadece Cemaat'e özgü olmayıp, AKP ve önceki iktidarlar tarafından teşvik edilmiştir.
Bu faaliyetler, AİHS'de korunan hakların (özel hayat gizliliği, haberleşme özgürlüğü, din ve ifade özgürlüğü, dernek kurma hakkı) kullanımı niteliğindedir ve olağanüstü hallerde bile dokunulmaz "kanunsuz ceza olmaz" ilkesinin koruması altındadır. Bu eylemlerin suç haline getirilmesi, Sözleşme'nin temel ilkelerini ihlal eder. Ayrıca, bu tür kısıtlamalar, bireylerin yasal faaliyetlerini cezalandırarak öngörülemezlik yaratır.
Suçlamaların zamanlaması hukuka aykırılığı ortaya koymakta; atılı eylemler ile tutuklama kararları arasında uzun yıllar geçmiş olup, örneğin Bank Asya'nın faaliyet izni 15 Temmuz sonrası kaldırılmış ve bu tarihe kadar para yatırma suç sayılmamıştır. ByLock ve dini sohbetler gibi faaliyetler kullanım döneminde yasaldı ve toplumun her kesimi tarafından destekleniyordu. Avrupa Konseyi İnsan Hakları Komiseri'nin memorandumunda belirtildiği üzere, bir Türk vatandaşının Cemaat ile ilişki kurmamış olması istisnai bir durumdur. Bu eylemlerin suç haline getirilmesi, keyfi ve ayrımcı bir yaklaşımı yansıtmaktadır.
Cumhurbaşkanı, devlet ve hükümet yetkilileri, 17-25 Aralık 2013 yolsuzluk operasyonlarını "hükümete karşı darbe" olarak niteleyerek Cemaat'i "paralel yapı", "hain" gibi ifadelerle düşman ilan etmiş, hesap sorma ve yok etme amacıyla istiklal mücadelesi başlattıklarını belirtmiştir. Bu söylemler, yargıya talimat verme ve baskı uygulama şeklinde eyleme dönüşmüş; Sulh Ceza Hakimlikleri gibi yapısal değişiklikler yapılmış, yargı bağımsızlığı zedelenmiştir. AKPM raporunda vurgulandığı üzere, bu değişiklikler Cemaat ile mücadele için kurulmuş olup, yargı yürütmenin baskısı altında muhaliflere karşı silah olarak kullanılmıştır. AYM, AİHM ve BM kararlarının bile uygulanmaması, bu baskının sonucudur. Aynı eylemler (okullarda eğitim, dernek üyeliği, banka işlemleri, telefon görüşmeleri) Cemaat mensupları için terör delili sayılırken, iktidar mensupları ve diğer kesimlere soruşturma açılmamakta, takipsizlik veya beraat verilmektedir. Bu ayrımcılık suç ve cezaların kanuniliği ilkesini ihlal etmektedir. Toplamda, bu uygulamalar, bir insan topluluğunu yok etme, intikam alma ve sistemli hak ihlalleri amacıyla yapılmakta olup, Anayasa’nın 13 ve AİHS’in 18. madde ihlalini doğurmaktadır
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